**Getting Started Task 1 Template**

Use the template outline below to capture the rubric requirements and key points and to serve as your task report. After you have captured the appropriate data, massage each section into the required number of paragraphs and ensure you have captured all the required points highlighted.

**A. Network Topology**

Screenshots of running nmap.

Screenshot of Zenmap Topology

**B Summary of Vulnerabilities and Implications**

**First vulnerability**

And the potential implications

**Second vulnerability**

And the potential implications

**Third vulnerability**

And the potential implications

**C. Wireshark Anomalies**

**First Anomaly**

And evidence, plus the range of packets

**Second Anomaly**

And evidence, plus the range of packets

**Third Anomaly**

And evidence, plus the range of packets

**D. Implications of each Wireshark Anomaly**

**Implications of taking no action 1**

**Implications of taking no action 2**

**Implications of taking no action 3**

**E. Recommended Solutions**

**First Vulnerability**

Recommend solution which is supported by a reliable source

**Second Vulnerability**

Recommend solution which is supported by a reliable source

**Third Vulnerability**

Recommend solution which is supported by a reliable source

**First Anomaly**

Recommend solution which is supported by a reliable source

**Second Anomaly**

Recommend solution which is supported by a reliable source

**Third Anomaly**

Recommend solution which is supported by a reliable source

**References**

Compile all references used in the paper here, deduplicated, and in order of the author’s last name